Joint VPN Implementation Process

1. HIT customer identifies need for connectivity through the Joint VPN mechanism.
2. HIT Security sends Joint VPN form to customer.
3. Customer completes Joint VPN form.
4. HIT Security reviews, suggesting modifications if needed, then approves application.
5. HIT records data in Vendor VPN Tracking database.
6. Academic Division ITS implements request then notifies HIT Security.
7. VPN access active